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Accessing the security rules administrative UI

The security rules administrative UI is linked to from the main /admin page. EZproxy hosted admin users may also access this page to examine their security rules.

Security rules administrative UI screens

The security rules administrative UI consists of three primary screens: a summary of active security rules, users exempt from rule enforcement, and a list of tripped rules.

Security rules

The security rules screen summarizes the active security rules on your EZproxy server. Clicking the number in the
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Tripped column will show you specific events when that rule has been triggered.

### Security Rules

<table>
<thead>
<tr>
<th>Status</th>
<th>Rule</th>
<th>Criterion</th>
<th>Limit</th>
<th>Period</th>
<th>Action</th>
<th>Expires</th>
<th>Tripped</th>
<th>File</th>
<th>Line</th>
</tr>
</thead>
<tbody>
<tr>
<td>Active</td>
<td>EnforceOCLCByteLimit</td>
<td>bytes_transferred</td>
<td>2.0G</td>
<td>60</td>
<td>block</td>
<td>Never</td>
<td>0</td>
<td>000-default.txt</td>
<td>2</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCByteLimit</td>
<td>bytes_transferred</td>
<td>500.0M</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>4</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCByteLimitIG</td>
<td>bytes_transferred</td>
<td>1.0G</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>3</td>
</tr>
<tr>
<td>Active</td>
<td>EnforceOCLCCountryLimit</td>
<td>country</td>
<td>4</td>
<td>1440</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>6</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCCountryLimit</td>
<td>country</td>
<td>2</td>
<td>1440</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>5</td>
</tr>
<tr>
<td>Historic</td>
<td>IPLimit</td>
<td>ip_address</td>
<td>5</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>21</td>
<td>built-in</td>
<td>7</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCLoginFailureLimit</td>
<td>login_failure</td>
<td>10</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>4</td>
<td>000-default.txt</td>
<td>8</td>
</tr>
<tr>
<td>Active</td>
<td>EnforceOCLCPLimit</td>
<td>network_address</td>
<td>20</td>
<td>60</td>
<td>block</td>
<td>Never</td>
<td>0</td>
<td>000-default.txt</td>
<td>8</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPLimit</td>
<td>network_address</td>
<td>5</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>210</td>
<td>000-default.txt</td>
<td>11</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPLimit10</td>
<td>network_address</td>
<td>10</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>2</td>
<td>000-default.txt</td>
<td>10</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPLimit10day</td>
<td>network_address</td>
<td>10</td>
<td>1440</td>
<td>log</td>
<td>Logged</td>
<td>5</td>
<td>000-default.txt</td>
<td>9</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPDFByteLimit</td>
<td>pdf_bytes_transferred</td>
<td>500.0M</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>12</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPDFByteLimit1long</td>
<td>pdf_bytes_transferred</td>
<td>500.0M</td>
<td>1440</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>13</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPDFLimit</td>
<td>pdf_download</td>
<td>100</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>14</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPDFLimit2</td>
<td>pdf_download</td>
<td>150</td>
<td>60</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>15</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPDFLimitlong</td>
<td>pdf_download</td>
<td>300</td>
<td>1440</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>17</td>
</tr>
<tr>
<td>Active</td>
<td>OCLCPDFLimitshort</td>
<td>pdf_download</td>
<td>50</td>
<td>5</td>
<td>log</td>
<td>Logged</td>
<td>0</td>
<td>000-default.txt</td>
<td>16</td>
</tr>
</tbody>
</table>

### Security exemptions

The security exemptions screen lists any users exempt from security rule enforcement and allows you to add new exemptions. Exemptions may only be added on this UI screen; there is no command-line equivalent. Please use this feature with caution, as it will exempt the user from all rule enforcement. This may be useful in the case of shared accounts or users whose internet service providers change IP addresses frequently.
### Tripped security rules

The tripped security rules screen shows a summary of recently tripped security rules. Clicking on the number in the Observed column will show you detailed evidence describing why the rules was tripped.

<table>
<thead>
<tr>
<th>User</th>
<th>Expires</th>
<th>Last Applied</th>
<th>Count</th>
<th>Comment</th>
</tr>
</thead>
<tbody>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td>Never</td>
<td>Never</td>
<td>14 Jan 21</td>
<td>0</td>
<td></td>
</tr>
</tbody>
</table>

Add Exemption  
Add exemptions here
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Tripped Security Rules

<table>
<thead>
<tr>
<th>When</th>
<th>Rule</th>
<th>User</th>
<th>Limit</th>
<th>Observed</th>
<th>Expires</th>
</tr>
</thead>
<tbody>
<tr>
<td>2020-12-28 13:05:18</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>10</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 13:33:16</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>7</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 14:25:07</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 14:49:31</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 15:04:46</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 15:36:16</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>7</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 15:46:26</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 16:03:43</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 16:18:58</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 16:59:38</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
<tr>
<td>2020-12-28 17:56:34</td>
<td>OCLCIPLimit</td>
<td>Logged</td>
<td>5</td>
<td>6</td>
<td>Logged</td>
</tr>
</tbody>
</table>

Click here to see detail evidence of a tripped rule.

Tripped Security Rule Evidence

<table>
<thead>
<tr>
<th>When</th>
<th>User</th>
<th>IP</th>
<th>Location</th>
</tr>
</thead>
<tbody>
<tr>
<td>2020-12-28 18:20:29</td>
<td></td>
<td></td>
<td><a href="https://online.test.com/ico/2/component/hp?error-model=4c2f4544cc8b666d21b685d9c315d6d87.css">Link</a></td>
</tr>
<tr>
<td>2020-12-28 18:20:29</td>
<td></td>
<td></td>
<td><a href="https://online.test.com/ico/2/component/hp?error-model=4c2f4544cc8b666d21b685d9c315d6d87.css">Link</a></td>
</tr>
<tr>
<td>2020-12-28 18:20:29</td>
<td></td>
<td></td>
<td><a href="https://online.test.com/ico/2/component/hp?error-model=4c2f4544cc8b666d21b685d9c315d6d87.css">Link</a></td>
</tr>
<tr>
<td>2020-12-28 18:20:29</td>
<td></td>
<td></td>
<td><a href="https://online.test.com/ico/2/component/hp?error-model=4c2f4544cc8b666d21b685d9c315d6d87.css">Link</a></td>
</tr>
</tbody>
</table>
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